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Strategic Imperatives & Objectives 









Setting the conditions  
for rapid decision making 
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NOTM 
(NCW, HNW) 

Provides wideband backbone 
that will connect smaller 
tactical networking to higher 
tier networks 

Provides manpackable as well as 
vehicle mounted data networking. 
Joint waveforms for 
interoperability. Is the foundation 
for networking at the lower tactical 
levels 



9 

• Mobile Ad-Hoc networking 
– Standardized, non-proprietary approach to insert evolving technology into existing 

service architecture. 
– Celestial, Terrestrial & Airborne network devices should dynamically discover each 

other and adapt to the scheme of maneuver. 
– Affordable solutions that can be leveraged (e.g., Networks on the Move, IP enabled 

radios, beyond line of sight transmission systems, Information Assurance controls, 
and Unmanned Aerial radio relay Vehicles). 

• Infusing Leap Ahead Technologies 
– The process is too long to procure IT to meet warfighter’s emerging needs. 
– Need help leveraging current programs of record to meet future capability gaps. 
– Partner with federal government to modernize IT procurement system. 
– Aerial Layer. 

What Industry Can Do To Help 
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What Industry Can Do To Help 
• Distributing Services 

– Social networking, Recruiting, Collaboration (tool sets). 
– Push/pull data closer to the tactical edge. 
– Hand held terminal devices that can tie into the mobile ad-hoc networks. 
– Need to consolidate assets via thin clients and virtualization. 

• Reduce the foot print within our tactical environment (lighter, leaner, more efficient). 
– Tag and send data (full motion video, to a jpg to a text description) based on end 

user, and conditions.  
– Compression techniques that facilitate the movement of data over constrained  

networks. 

• Expeditionary Green Power 
– Lighter, leaner, smaller, fuel efficient, and easily implemented. 
– Smart surge protectors. 
– Solar powered chargers. 
– Motion powered chargers. 
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Information Assurance 
• Safe and trusted built in IA controls that reside within the hardware and 

software suites  
– This will enable a seamless, robust, and secure network that can communicate within 

a mobile ad-hoc network. 
– The warfighter does not have to worry about transitioning between networks. It just 

works, and is secure. 

• Supply chain assurance 
– Knowing that what we purchase has gone through rigorous testing and validation. 

• Security capabilities that are up front and useful 
– You can’t “patch” bad user behaviors and actions 
– Requires good OPSEC training 
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Questions 


