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41 “Kick Start Tasks”

USMC
Service
Campaign
Plan (SCP)

V&S 2025 Implementation Plan
focused on five year
increments, updated regularly

* Task assigned to Dir C4:

— NLT 01 JUL 10, Develop
Marine Corps Network and
Communications Strategy
(MCNCS) as Appendix 1 to
Annex K of the USMC SCP

Task assignhed to C4

Marine Corps
Network &
Communications
Strategy
(MCNCS)

MCNCS - “Enduring
Document” articulating a broad
strategic vision for future USMC
networks, communications, and
IT in support of V&S 2025 goals
and objectives

Provides Vision, Strategy
Statement, Objectives and
Resource Implications

MCNCS 2025




 Enhance USMC Core Competencies
* Fulfill the Capstone Concept for Joint Operations
* Fulfill the USMC Concept for Distributed Operations
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« Enhance our robust, seamless, and secure Marine Corps Enterprise Network
- Improve reachback support and interoperability

» Support the Marine Corps Functional Concept for Command and Control

* Influence and Infuse “Leap Ahead” technologies

» Assess, react to, and influence changes in the strategic environment

» Man, Train, and Equip the force for the MCEN

- Execute CIO Responsibilities and Core Competencies

- Implement a Federated Data Environment

» Implement Distributed Services

« Implement a Federated Enterprise Architecture
* Improve |A proficiency across the Corps

* Field systems with inherent IA Controls
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At-The-Halt




Networking-On-The-Move

« Sustains network connectivity across the battlespace
* Provides terrain independent solution
| « Enables mobile dispersed command elements
-  Enhances Situational Awareness to the lowest level
‘ » Facilitates fires coordination from multiple feeds
« Enables real-time distributed biometrics
"« Facilitates autonomic logistics
D « Supports intelligence driven operations







What Industry Can Do To Help

 Mobile Ad-Hoc networking

— Standardized, non-proprietary approach to insert evolving technology into existing
service architecture.

— Celestial, Terrestrial & Airborne network devices should dynamically discover each
other and adapt to the scheme of maneuver.

— Affordable solutions that can be leveraged (e.g., Networks on the Move, IP enabled
radios, beyond line of sight transmission systems, Information Assurance controls,
and Unmanned Aerial radio relay Vehicles).

» Infusing Leap Ahead Technologies

— The process is too long to procure IT to meet warfighter's emerging needs.

— Need help leveraging current programs of record to meet future capability gaps.

— Partner with federal government to modernize IT procurement system.

— Aerial Layer.



What Industry Can Do To Help

» Distributing Services

Social networking, Recruiting, Collaboration (tool sets).
Push/pull data closer to the tactical edge.
Hand held terminal devices that can tie into the mobile ad-hoc networks.

Need to consolidate assets via thin clients and virtualization.

» Reduce the foot print within our tactical environment (lighter, leaner, more efficient).
Tag and send data (full motion video, to a jpg to a text description) based on end
user, and conditions.

Compression techniques that facilitate the movement of data over constrained
networks.

« Expeditionary Green Power

Lighter, leaner, smaller, fuel efficient, and easily implemented.
Smart surge protectors.

Solar powered chargers.

Motion powered chargers.
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Information Assurance

Safe and trusted built in IA controls that reside within the hardware and
software suites

— This will enable a seamless, robust, and secure network that can communicate within
a mobile ad-hoc network.

— The warfighter does not have to worry about transitioning between networks. It just
works, and is secure.

Supply chain assurance
— Knowing that what we purchase has gone through rigorous testing and validation.

Security capabilities that are up front and useful
— You can't “patch” bad user behaviors and actions
— Requires good OPSEC training
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